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COMPUTING FACILITIES USE POLICY

The computing facilities & Cdifornia State Univergty, Fullerton, are provided for the use of
Fullerton dudents, daff and faculty in support of the missons, gods and programs of the
Universty. As a comprehensve universty, Cdifornia State University, Fullerton, encourages
the use of these facilities for the free exchange of ideas and information amnong dl members of
the campus community and with members of other inditutions.  Access is determined by
authorized representatives of the University, including department heads, and is not trandferable.
Fecilities and accounts are the property of the Universty, and dl users are expected to exercise
responsbility and professond judgment in ther use of fadlites The following guiddines
conditute Univerdty policy on computing facilities use depatments may specify additiond
guidelines as necessary.

Violaion of these guiddines may result in the loss of user privileges. Violations will be dedt
with in the same manner as violations of other Universty policies and may result in disciplinary
review. In such a review, the full range of disciplinary sanctions is avalable, induding loss of
computer use privileges, dismissd from the Universty, and/or legd action.  Furthermore,
violations of some of the above policies may conditute a crimind offense as described in
Cdlifornia State Penal Code Section 502.

1. Accounts are assgned for the individud use of a faculty, saff or student, and each is
regponsble for the proper use of this account. Adhering to professond ethics and
dandards is expected, including honoring license agreements, copyright laws, file
confidentiality, and otherwise engaging in responsble use of the faciliies. The Computer
Center has the responghbility to establish and publicize appropriate process priorities, disk
guotas, and password guiddines.

2. Computer equipment and accounts shal be used only for the purposes for which they were
assigned.

3.  Programs and files are to be consdered confidentid unless they have been explicitly made
avallable to other authorized users.  System administrators may monitor system processes

UPS 103.004
Effective Date; 3-12-96



UPS 103.004
Page 2 of 2

(usage, quotas and priorities) and access users files when necessary, if the gability of the
sysem is threatened, to ensure the security of the system, or for maintenance of the system.
When performing these duties, sysem adminigirators shal make every effort to ensure the
privacy of users files.

4. Intentiond actions to degrade the performance of a computer system, or to deprive
authorized personnd of resources or access to any University computer system, or to gan
unauthorized access to systems or resources constitute a violation of this policy.
Knowledge of such activities by another user should be immediately reported to a system
adminigrator.

5. Computer software protected by license or copyright is not to be copied from, into, or by
usng campus computing facilities, except as permitted by law or license agreement with
the owner of the copyright.

EFFECTIVE DATE: March 12, 1996
New UPS [Supersedes ASD 95-61]
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